BKS Bank

Izjava o zastiti osobnih podataka
(prema él. 13.i 14. Opée uredbe (EU) 2016/679 o zastiti osobnih
podataka)

Sljedece informacije daju uvid u nacin obrade vasih osobnih podataka u nasoj instituciji te u
Vasa prava u pogledu zastite tih podataka. Vrsta osobnih podataka koja se obraduje te nacin
njihovog koristenja ovisi o vrsti koristenih usluga.

1.

Tko je odgovoran za obradu osobnih podataka i kome se mogu obratiti?
Voditelj obrade podataka (odgovorna osoba):

BKS Bank AG

St.Veiter Ring 439020 Klagenfurt
Telefon:+43 (463) 5858-0
e-mail:bks@bks.at

Vezano uz obradu podatka u poslovanju BKS Bank AG putem Glavne podruznice
Hrvatska, moZete nam se obratiti putem slijedecéih kontakata:

BKS Bank AG, Glavna podruznica Hrvatska

Mljekarski trg 3

51000 Rijeka

Telefon: 0800 257 257

e-mail: info@bks.hr

Lokalnom sluzbeniku za zastitu podataka moZete se obratiti na prethodno navedene kontakte
u Republici Hrvatskoj (sa naznakom ,za Sluzbenika za zastitu podatka®) te putem e-maila:

dpo(@bks.hr.

2.

Koje osobne podatke obradujemo i kojim izvorima se pritom sluzimo?

Obradujemo one osobne podatke koje u okviru poslovnog odnosa zaprimimo od klijenta
ili ovlastene tre¢e osobe. Pod uvjetom nuznosti za izvrdavanje nasih usluga, usto
obradujemo osobne podatke koje smo na dopusteni nacin zaprimili od povezanih
drustava BKS Banke, informacijskih evidencija, registara duznika ili iz javno dostupnih
izvora (npr. trgovacki registar, zemljisne knjige, registar udruga, mediji, Internet). Relevantni
osobni podatci su osnovni osobni podatci (ime i prezime, adresa, kontaktni podatci, datum
i mjesto rodenja, OIB, drzavljanstvo, bra¢ni status, broj djece, podatci o zaposlenju),
legitimacijski podatci (npr. identifikacijski podatci) i autentifikacijski podatci (npr. uzorak
potpisa). Povrh toga to mogu biti i podatci o nalozima (npr. nalozi za pladanje), podatci
temeljem izvr8avanja ugovornih obveza (npr. podatci o prometima u platnom prometu),
informacije o financijskom stanju (npr. Podatci o bonitetu, kreditnom skoringu odnosno
rejtingu, podaci o kreditnim obvezama), oglasivacki i prodajni podatci, dokumentacijski
podatci (npr. zapisnik o savjetovanju), registarski podatci, slikovni i tonski zapisi (npr. video
ili telefonski zapisi), podatci o elektroni¢koj trgovini (npr. aplikacije, koladi¢i) te ostali
podatci usporedivi s gore navedenim kategorijama.
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3. Ukoje svrhe i temeljem kojih pravnih propisa se obraduju osobni podatci?
Osobne podatke obradujemo u skladu s europskom Opc¢om uredbom(EU)2016/679 o
zastiti pojedinaca u vezi s obradom osobnih podatka i slobodnom kretanju takvih podatka
(dalje u tekstu: GDPR) i nacionalnog zakonodavstva u sljedece svrhe:

e utvrdivanje identiteta,

e dubinska analiza klijenata i transakcija te utvrdivanje FATCA i CRS statusa i
izvie$déivanje nadleznih tijela o istima,

e Dprocjena rizika uspostave i odrzavanja poslovnog odnosa ukljucivsi prevenciju

rizika,

ugovaranje i koriStenje proizvoda i usluga Banke,

izvr§enje bankovnih transakcija,

osiguranje depozita,

utvrdivanje kreditne sposobnosti,

nudenje mjera za olakSavanje otplate potrosackih kredita sukladno odredbama

Zakona o potrosackom kreditiranju i Zakona o stambenom potrosackom

kreditiranju,

e naplata i prodaja potrazZivanja, rjeSavanje prigovora i reklamacija,

uskladivanje i izvrsavanje zakonskih i regulatornih obveza, kako nacionalnih tako i

prema sjedistu Banke (Republika Austrija),

provedba procesa revizije i supervizije,

izviescivanje i statisticka obrada,

sigurnosti osoba i imovine (npr. videonadzor i fizicka zastita objekata)

razvijanje proizvoda i usluga kako bi Vam omogudili bolje i kvalitetnije usluge,

kontaktiranje u svrhe ispunjenja i poboljSanja ugovornih odnosa,

kontaktiranje u marketinske svrhe te profiliranje;

i to temeljem:

e lzvrSavanja ugovornih obveza (éL.6.,st. 1.,toéka(b) GDPR-a)

Obrada osobnih podataka (u smislu ¢l 4. br. 2 GDPR-a) obavlja se u svrhu izvravanja
poslova i financijskih usluga Banke u sklopu izvrSavanja uzajamnih ugovora ili u svrhu
izvrdavanja aktivnosti koje na temelju upita prethode sklapanju ugovora. Svrhe obrade
osobnih podataka u prvom redu ovise o konkretnom proizvodu (npr. racun, kredit,
vrijednosni papiri, ulozi, stambena &tednja, posredovanje) te, izmedu ostaloga, mogu
obuhvacati analizu potreba, savjetovanje, upravljanje imovinom i skrb te provedbu
transakcija. Detaljnije informacije o svrhama obrade osobnih podataka navedene su
prethodno, a dostupne su i u mjerodavnoj predugovomoj i ugovornoj dokumentaciji.

e Postivanja pravnih obveza(él. 6.,st. 1,to¢ka (¢) GDPR-a)
Obrada osobnih podataka nuzna je uslijed razlicitih zakonskih obveza i nadzomo
regulatomih propisa, medu kojima osobito Zakona o kreditnim institucijama, Zakona o
potroSackom kreditiranju, Zakona o stambenom potroSackom kreditiranju Zakona o
platnom prometu, Uredbe(EU) 2016/847 o informacijama koje su priloZzene prijenosu
novcéanih sredstava, Uredbe(EU) 260/2012 (SEPA Uredba), Zakona o spretavanju pranja
novca i financiranja terorizma, Zakona o administrativnoj suradnji u podruc¢ju poreza,
Pravilnika o automatskoj razmjeni informacija u podrucju poreza, Zakona o potvrdivanju
Sporazuma izmedu Vlade Republike Hrvatske i Vlade Sjedinjeninh Americkin Drzava o
unaprjedenju ispunjavanja poreznih obveza na medunarodnoj razini i provedbi FATCA-e,
Zakona o zasiti novc¢arskih institucija, Zakona o privatnoj zastiti, Pravilnika o uvjetima i
nacinu provedbe tehnicke zastite, Zakona o racunovodstvu, Opceg poreznog zakona,
Odluke o upravljanju rizicima, Smjernica za rje$avanje prituzbi/prigovora klijenata kreditnih
institucija, kreditnih unija, institucija za platni promet i institucija za elektroni¢ki novac, i dr.,
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a koje smo kao Banka duzni ispuniti. Svrhe obrade osobnih podataka obuhvadaju i
provjeru kreditne sposobnosti, provjeru identiteta i dobi, videonadzor i fizicka zastita
objekata, sprjeCavanje prijevara i pranja novca, izvrSavanje obveza u pogledu poreznih
kontrola i izvjeStavanja te procjenu i upravljanje rizicima u Banci.

Obrada na temelju privole (éL.6., st.1., to¢ka (a) GDPR-a)

Ako ste nam dali svoju privolu za obradu vasih osobnih podataka (npr. za slanje
marketindkog materijala ili za koriStenje podataka za obavijesti o proizvodima), obrada
podataka obavlja se samo u opsegu i u svrhu utvrdenu vasom privolom. Svoju privolu u
svakom trenutku mozete povudi za razdoblje koje slijedi nakon povlacenja privole.
Povlacenje privole ne ponistava zakonitost obrade podataka obavljene do trenutka
povlacenja privole.

Potrebe legitimnih interesa (él. 6., st. 1., to¢ka (f) GDPR-a)
Po potrebi ¢emo vase podatke obradivati u svrhe koje nadilaze izvrSavanje ugovora, a za
potrebe legitimnih interesa BKS Bank AG ili tre¢e strane, kao $to su primjerice:

e savjetovanje i razmjena podataka s ovlasStenim pravnim osobama radi utvrdivanja

bonitetnih rizika i rizika neispunjavanja kreditnih obveza;

e Dprovjerai optimiziranje postupaka radi analize potreba i neposrednog kontaktiranja

klijenata;

e oglasSavanje ili istraZzivanje trziSta i javnog misljenja, pod uvjetom da na uporabu
vasih podataka u te svrhe niste uloZili prigovor u skladu sa ¢l. 21. GDPR-a;
ostvarivanje i obrana pravnih zahtjeva;
osiguravanje informacijsko tehnoloske sigurnosti i operacija Banke;
sprjecavanje i otkrivanje kaznenih djela;
mjere upravljanja poslovanjem i razvoja usluga i proizvoda;
mjere upravljanja rizicima u Grupi.

Tko ima pristup vasim podatcima?

Unutar BKS Bank AG pristup vasim podatcima imaju organizacijske jedinice i suradnici
kojima su oni potrebni za izvrsavanje ugovomih, zakonskih i nadzormo-pravnih obveza ili
na temelju potreba legitimnih interesa. Pristup vasim podatcima imaju i ugovomi izvodaci
poslova (izvrsitelji obrade u skladu sa &l 28. GDPR-a), pod uvjetom da su ti podatci
potrebni za izvrSavanje doti¢ne ugovorne usluge. Izvrditelji obrade su poduzecéa koja
posluju u podrucju kreditnih usluga, informacijsko-tehnoloskih usluga, logistike, tiskarstva,
telekomunikacija, naplate dugova, savjetovanja te prodaje i marketinga. Svi ugovorni
izvrSitelji obrade i prodajni partneri ugovorom su obvezani na ¢uvanje bankovne tajne te
povijerljivo postupanje s podatcima kojima imaju pristup. U pogledu prijenosa podataka
tre¢im stranama, zelimo vas izvijestiti kako kao kreditna institucija podlijezemo obvezi
¢uvanja bankovne tajne i stoga na povjerljivost po pitanju svih informacija i ¢injenica o
nasim klijentima kojima smo u okviru poslovnog odnosa s njima stekli pristup. Vase
osobne podatke mozemo prenositi tre¢im stranama samo pod uvjetom da ste nas
prethodno izri¢ito i u pisanome obliku oslobodili ¢uvanja bankovne tajne ili nas na to
obvezuju ili ovlasc¢uju zakonske ili nadzomo-pravne odredbe o izvjeScivanju. Ako su te
pretpostavke ispunjene, dopusteno nam je u slucaju postojanja zakonske ili sluzbene
obveze prenijeti (proslijediti) vase podatke javnim tijelima i institucijama ili drugim
kreditnim i financijskim institucijama ili sli¢cnim ustanovama koje su nam potrebne za
izvr§avanje ugovormih odnosa (ovisno o ugovoru, npr. korespondentne banke, depozitne

banke, burze, informacijske agencije).
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Informacije o obradi Vasih osobnih podataka u Osnovnom sustavu registra Hrvatskog
registra obveza po kreditima d.o.o. temeljem obveze razmjene podataka i informacija
izmedu kreditnih institucija za potrebe procjene kreditne sposobnosti i/ili upravljanja
kreditnim rizikom propisane Zakonom o kreditnim institucijama, i Vasim pravima vezano
uz obradu istih, dostupne su na web stranici Banke www.bks.hr i u svim poslovnicama
Banke, kao i na web stranicama HROK-a.

Prosljeduju li se podatci treéim drzavama ili medunarodnim organizacijama?

Prijenos podataka ustanovama u drzavama izvan Europske unije (tzv. tre¢e drzave) vrsi se
pod uvjetom da je to nuzno za izvravanje vadih naloga (npr. nalozi za pla¢anje i nalozi za
kupoprodaju vrijednosnih papira), propisano zakonom ili da ste nam dali svoju izri¢itu
privolu.

Koliko dugo se pohranjuju osobni podatci?

Osobne podatke obradujemo i pohranjujemo onoliko dugo koliko je to nuzno za
ispunjavanje nasih ugovornih i zakonskih obveza. Pritom skre¢emo pozornost na to da je
nas poslovni odnos duznic¢ki odnos koiji se proteze na viSe godina. Ako vasi osobni podatci
vide nisu potrebni za ispunjavanje ugovornih obveza, isti se redovito brisu, izuzev ako se
njihova priviemena daljnja obrada ne odnosi na ispunjavanje trgovacko-pravnih i porezno-
pravnih rokova pohrane odredenih relevantnim propisima. Ilzmedu ostaloga, primjerice,
Zakonom o kreditnim institucijama bankama je propisana obveza ¢uvanja isprava koje se
odnose na otvaranje i zatvaranje te evidentiranje promjena stanja na rac¢unima za plac¢anje
i depozita, isprava na temelju kojin se podaci uneseni u poslovne knjige te ugovorai drugih
isprava o zasnivanju poslovnog odnosa, najmanje 11 godina od isteka godine u kojoj je
poslovna promjena nastala odnosno najmanje 11 godina nakon isteka godine u kojoj je
poslovni odnos prestao. Isti rok ¢uvanja podatka propisan je i Zakonom o ra¢unovodstvu.

Koja su prava klijenata u pogledu zastite osobnih podataka?

Svaka osoba, Ciji se podatci obraduju, ima pravo na pristup informacijama, ispravak,
brisanje, ograni¢avanje obrade, prenosivost podataka te pravo prigovora na obradu
podataka.

a. Pravo na pristup informacijama i informaciju o obradi osobnih podataka
odnosno da li voditelj obrade obraduje osobne podatke ispitanika ili ne, a ako
obraduje koja je svrha takve obrade, kategorije osobnih podataka o kojima je rijec,
itd.

b. Pravo na ispravak: ako obradujemo vase osobne podatke koji su nepotpuni ili
netoéni, u bilo kojem trenutku od nas mozete zatraZiti da ih ispravimo ili
dopunimo.

c. Pravo na brisanje: mozZete zatraziti brisanje svojih osobnih podataka ako smo ih
obradivali protupravno ili ta obrada predstavlja nerazmjerno zadiranje u vase
zasti¢ene interese. Molimo da uzmete u obzir da postoje razlozi koji onemogucuju
trenutacno brisanje, primjerice kod zakonski propisanih obveza arhiviranja.

d. Pravo na ogranicenje obrade: mozete =zatraziti ograni¢enje obrade svojih
podataka:

e ako osporite toc¢nost podataka tijekom perioda koji nam omogucava
provjeru toénosti tih podataka

e ako je obrada podataka bila protupravna, ali odbijate brisanje i umjesto toga
trazite ogranic¢enje koristenja podacima

e ako nam podaci viSe nisu potrebni za predvidene svrhe, ali su vam jos
potrebni radi ostvarenja pravnih zahtjeva ili

e ako ste podnijeli prigovor zbog obrade tih podataka.
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10.

e. Pravo na moguénost prijenosa podataka: mozete zatraziti da Vam podatke koje
ste nam povijerili radi arhiviranja dostavimo u strukturiranom obliku, u uobi¢ajenom
strojno Citljiivom formatu:

e ako te podatke obradujemo na temelju suglasnosti koju ste nam dali i koju
mozete opozvati ili radi ispunjenja naseg ugovora i
e ako se obrada vrSi s pomocu automatiziranih procesa.

f. Pravo na prigovor nadzornom tijelu: ako ste misljenja da smo prilikom obrade
Vasih podataka prekrsili hrvatske ili europske propise o zastiti podataka, molimo
da nam se obratite kako bismo razjasnili eventualna pitanja. Svakako imate pravo
uloziti prituzbu nadzomom tijelu u Republici Hrvatskoj (Agenciji za zastitu osobnih
podataka), a od 25. svibnja 2018. godine i nadzornom tijelu unutar EU-a.

Danu privolu na obradu osobnih podataka u svakom trenutku mozete povudi. Isto vrijedi
za suglasnosti dane prije stupanja na snagu Opce uredbe o zastiti osobnih podataka.
Skre¢emo vam, medutim, pozormost na ¢injenicu da se opoziv privole odnosi na razdoblje
koje slijedi nakon trenutka opoziva. Povlacenje privole ne odnosi se, dakle, na obrade
podataka koje su tome prethodile. Ako ste misljenja da obrada vasih osobnih podataka
nije u skladu s odredbama o zastiti osobnih podataka, molimo da nam se obratite kako
bismo razjasnili sve vase nedoumice.

Povrh toga, u slu¢aju nedoumica oko obrade vasih osobnih podataka, imate mogucénost
obratiti se nadleznom tijelu za zastitu osobnih podataka.

Je li klijent duzan pruziti svoje osobne podatke?

U sklopu poslovnog odnosa, klijent je duzan na raspolaganje staviti osobne podatke koji
su nuzni za zasnivanje i realizaciju poslovnog odnosa te ispunjavanje povezanih ugovomih
obveza ili za Cije prikupljanje postoji obveza za Banku. Bez tih podataka smo u pravilu
prisiljeni odbiti zakljucivanje ugovora ili provedbu naloga ili obustaviti provedbu te raskinuti
postojedi ugovor. Klijent, medutim, nije duzan dati svoju privolu na obradu podataka koji
nisu relevantni ili zakonom propisani za izvrSavanje ugovora.

U kojoj mjeri se u pojedina¢nim slucajevima donose automatizirane odluke?

U svrhu obrazlaganja ili provedbe poslovnog odnosa nacelno ne koristimo potpuno
automatizirane postupke donosenja odluka u skladu sa ¢l. 22. GDPR-a. U slucaju primjene
takvinh postupaka u pojedina¢nim slucajevima, o tome ¢emo Vas zasebno informirati,
ukoliko je to propisano zakonom.

Sluzi li se Banka izradom profila?

Vase podatke obradujemo djelomi¢no automatiziranim postupcima s ciliem procjene

odredenih osobnih aspekata (izrada profila). Profile izradujemo u sljede¢im slucajevima:

e na temelju zakonskih i regulatormih zahtjeva, obvezni smo primijeniti mjere za
sprjeCavanje pranja novca i financiranja terorizma. Pritom se vrSe i procjene podataka
(izmedu ostaloga, u platnom prometu). Te mjere se ujedno provode za vasu osobnu
zastitu.

e kako bismo vam mogli pruziti ciljane informacije i savjete o nasim proizvodima,
koristimo alate za procjenu koji omogucavaju komunikaciju i oglasavanje temeljeno na
potrebama, ukljucujudi istraZivanje trzista i misljenja.

e u sklopu procjene kreditne sposobnosti koristimo postupak skoringa kojim se
procjenjuje vjerojatnost ispunjavanja ugovornih obveza plac¢anja klijenta. U postupku
procjene mogu se, primjerice, koristiti podatci o primanjima, izdatcima, postojeé¢im
obvezama, zanimanju, poslodavcu, trajanju zaposlenja, iskustvima iz dosadasnjeg
poslovnog odnosa, otplati ranijih kredita te informacije iz Hrvatskog registra obveza po
kreditima. Skoring se temelji na matematicki-statisticki priznatom i dokazanom
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11.

12.

13.

postupku. lzracunate vrijednosti pomazu nam u donosSenju odluka u kontekstu
ugovaranja proizvoda i dio su trajnog upravljanja rizicima.

Informacije za obradu podataka u skladu s Zakona o sprec¢avanju pranja novca i
financiranja terorizma.

Prema Zakonu o sprecavanju pranja novca i financiranja terorizma kreditne institucije
duZzne su -u okviru svojih obveznih mjera opreznosti u svrhu sprje¢avanja pranja novca i
financiranja terorizma -prilikom zasnivanja poslovnog odnosa ili povremenih transakcija
prikupiti i pohraniti odredenu dokumentaciju i informacije. Banka je obvezna u skladu s tim
Zakonom utvrditi i provjeriti identitet klijenata, stvamih vlasnika klijenata (pravnih osoba)
ili mogucih fiducijanata klijenata, procijeniti svrhu i vrstu namjeravanog poslovnog odnosa,
prikupiti i provjeriti informacije o porijeklu koristenih sredstava te kontinuirano nadzirati
poslovni odnos i provedene transakcije u okviru tog odnosa. Banka je duzna pohraniti
osobito preslike zaprimljene dokumentacije i informacija koje su nuzne za izvrdavanje
opisanih mjera opreznosti, kao i potvrde i zapise transakcija potrebne za njihovu
identifikaciju. Ovim Zakonom se Banka u smislu Zakona o zastiti osobnih podataka
ovlaséuje za uporabu navedenih podataka o klijentima u svrhu izvrSavanja zakonom
propisanih mjera opreznosti za sprje¢avanje pranja novca i financiranja terorizma, a koje
sluze javnom interesu. Obrade podataka u sklopu opisanih mjera opreznosti temelje se
na zakonskoj obvezi Banke. Banka, stoga, ne smije uzeti u obzir prigovor klijenata na
ovakvu obradu podataka. Po isteku zakonskog roka pohrane, Banka je duzna izbrisati sve
osobne podatke koje je u skladu s ovim Zakonom obradivala i pohranila u svrhu
sprjeCavanja pranja novca i financiranja terorizma, izuzev ako na temelju drugih zakonskih
propisa ne postoji zahtjev ili ovlastenje za dulji rok pohrane ili tijelo za nadzor financijskog
trziSta uredbama utvrdi dulje rokove pohrane. Osobni podatci, koje Banka obraduje
isklju¢ivo temeljem ovog Zakona u svrhu sprjeCavanja pranja novca i financiranja
terorizma, ne smiju se obradivati na nacin koji nije u skladu s tim svrhama. Osobni podatci
ne smiju se koristiti u druge svrhe kao s$to su, primjerice, komercijalne svrhe.

Koje podatke obradujemo prilikom koristenja nasih digitalnih servisa (internetska
stranica, aplikacije)?

Prikupljamo samo one osobne podatke koje nam posjetitelji nase sluzbene internetske
stranice dobrovoljno stavljaju na raspolaganje prilikom podnoSenja zahtjeva za
kontaktom, natjecanja za posao, usluga povratnog poziva, narudzbi za bilten, online-
trgovine i ispunjavanja obrasca za prituzbe. Ovi osobni podatci koriste se povjerljivo i samo
u odredenu svrhu. Prijenos ovih osobnih podataka tre¢im stranama se ne provodi, izuzev
ako postoji zakonska obveza ili nalog sluzbenog tijela, kada se ti osobni podatci mogu
proslijediti nadleznom tijelu. Pristup internetskoj stranici se protokolira te se tom prilikom
biljeze tehnic¢ki podatci kao Sto su posjec¢enost stranice, operacijski sustav koji se pritom
koristi, razlucivost zaslona, vrijeme posjeta i velicina prenesenih podataka. Radi
unaprjedenja nase ponude, internetske stranice Banke sadrze ,kolaci¢e” koji se pohranjuju
na rac¢unalu posjetitelja stranice. Pohranu ,kolaci¢a“ moguce je i sprijeciti, no s tim u vez
moguca je i ograni¢ena ponuda intemetske stranice Banke. ,Kolaci¢i® Banci daju
mogucénost pohranjivanja karakteristicnin preferencija posjetitelja internetskih stranica,
optimiziranja tehnickih procesa i kontinuiranog poboljSavanja ponude.

Koje sigurnosne mjere koristi Banka u svrhu zastite osobnih podataka?

Banka je posvec¢ena maksimalnoj zastiti i sigumosti u digitalnom podatkovnom prometu i
koristenju portala Banke. Prvenstveno se to odnosi na zastitu vasih elektronickin poruka
sa svim podatcima i informacijama koje pristizu ili se ve¢ nalaze u Banci. Cilj nam je na
visokoj razini tehni¢ke zastite osigurati suvremenu i pazljivu obradu digitalnog podatkovnog
prometa s Bankom. U tu svrhu Banka koristi programe za prepoznavanje zlonamjernog
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softvera koji se, primjerice, nalazi u datotekama u privitcima elektroni¢cke poste. Ulazne
digitalne poruke stoga se provjeravaju na postojanje Stetnog softvera. To prvenstveno sluzi
sprjec¢avanju neovlastenog pristupa vasim te podatcima i informacijama Banke. Takvim
mjerama takoder Zelimo osigurati bolju zastitu Banke od ostalih Stetnih programa kao Sto
su ra¢unalni virusi, spamovi (nezeljena elektroni¢ka posta) i takozvani trojanski konj.

Informacija o pravu na prigovoru skladu s él. 21. Opée uredbe (EU) o zastiti osobnih
podataka (GDPR)

1. Pravo na prigovor u pojedina¢nom sluéaju
Klijent ima pravo na temelju svoje posebne situacije u svakom trenutku uloziti prigovor na
obradu osobnih podataka koji se odnose na njega, u skladu s ¢lankom 6. stavkom 1.
to¢kom (e) GDPR-a (obrada podataka u javnom interesu) i ¢lankom 6. stavkom 1. to¢kom
(f) GDPR-a (obrada podataka na temelju legitimnog interesa). Isto vrijedi i za izradu profila
u smislu ¢lanka 4. br. 4. GDPR-a.

Ulozi li klijent prigovor, njegove osobne podatke vise ne¢emo obradivati, osim ako Banka
moze dokazati da postoje uvjerljivi legitimni razlozi za obradu koji nadilaze interese, prava
i slobode klijenta ili radi postavljanja, ostvarivanja ili obrane pravnih zahtjeva.

2. Prigovor na obradu podataka za potrebe izravnog marketinga
U pojedina¢nim slucajevima Banka obraduje osobne podatke za potrebe izravnog
marketinga. Klijent u svakom trenutku ima pravo uloZiti prigovor na obradu osobnih
podataka koji se odnose na njega za potrebe takvog marketinga, Sto ukljucuje izradu profila
u mjeri koja je povezana s takvim izravnim marketingom. Ako se klijent protivi obradi za
potrebe izravnog marketinga, njegovi osobni podatci vise se neée obradivati u takve svrhe.

Prigovor se moze uloziti u neformalnom obliku, a upucuje se na:

BKS Bank AG, Glavna podruznica Hrvatska
Mljekarski trg 3

51000 Rijeka
ili e-mail adrese
info@bks.hri
dpo@bks.hr
Potvrda o primitku Izjave
Ime i prezime _______
Datum primitka ________________________ Potpis___________
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